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This course aims to learn how to improve the security of
the information system architecture, rather than the traditional
pursuit of reducing information security risks. Upon
completion of this course, you will have a clear understanding
of what information security risks are and how to potentially
mitigate them. We will also discuss the different activities that
architects are involved in and how to integrate security into
these activities. According to the level of architects, it can be
divided into enterprise level, solution level, and support level.
Each type of architect needs to think about security issues from
different perspectives, including governance, strategy and
program level, and Solution level, etc., and provide a view of
the information security architecture field.
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